


 



Specifying a user's ho







 

Configuring the Server 

Configuring the server as a Windows se



6. Select 



To administer a remote server 
1. On the remote computer, start the Administrator Interface.  
2. In the left pane, expand the Server's group and select the server. 







Rotating server logs 















19. Select the Create standard subfolders... check box to automatically cr













x� Disabling an account after a defined number of incorrect password attempts 

x� Enabling time out



To disable an



Controlling a





5. At the bottom of the right pane, click Refres



 











Setting the number of files a user may upload per session 
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2. In the left window, select the top level folder that has the permissions you want for its subfolders. 
3. Right-click the folder and choose Reset Subfolders. 
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To map to a network drive in a workgroup 
1. Install server. 











Warning: The user name and password you are currently logged on with will be passed to the Services 
Applet on the remote computer. You must have administratstrat



http://www.globalscape.com/


Commands tab 
1. On 







 

Using SSL and TLS 

About SSL 

SecusT
/6 cket Layer (





 

Creating certificates 



16. Add this certi



10. Return the certificate file (.crt) to the user. 
 





5. Click the Connection Options tab. 
6. Select Enable FTP access if you want to allow both standard FTP connections as well as SSL 

connections.





Disable SSL Connections 

You can disable SSL support for every user o
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x� You can follow the same process and require a public





Trigger event







if Comment 
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ODBC 

Using an ODBC data source for user authentication 

GlobalSCAPE Secure FTP Server allows you to use an

http://www.microsoft.com/data/download.htm
http://support.microsoft.com/default.aspx?scid=kb;en-us;Q282010
http://support.microsoft.com/default.aspx?scid=KB;EN-US;Q271908
http://support.microsoft.com/default.aspx?scid=KB;EN-US;Q271908
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http://support.microsoft.com/default.aspx?scid=kb;en-us;Q279347
http://support.microsoft.com/default.aspx?scid=kb;en-us;Q294679


Files/Folders do not show the date and time modified, only the ye

http://www.chiark.greenend.org.uk/~sgtatham/putty/


Uploads to the server from problematic connections 

http://www.microsoft.com/data/download.htm
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Forgo

http://www.globalscape.com/support/reg.asp
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8. Make a new site (or sites) using the filenames from the aud files.  For example if the aud file is 
called "MyServer.aud" you need to make a site called "MySer



MsgBox "Compression and Encryption Failed, Exiting!" 

End If 

http://support.microsoft.com/default.aspx?scid=kb;en-us;259349
http://support.microsoft.com/default.aspx?scid=kb;EN-US;238131






Internet Explorer warning 

When you first install and start GlobalSCAPE Secure FTP Serv
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